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指导教师评定：

**一、实验目的和要求**

了解木马病毒。

**二、查阅资料，回答下述问题：**

1. 你听到过“木马”这个概念吗？知道木马的危害吗？

木马是一种计算机病毒，它通常通过假冒合法软件的形式来感染电脑，然后对电脑进行恶意攻击，从而危害电脑的安全。木马程序可以偷取用户的私人信息，损坏电脑系统，甚至可以控制电脑，在不知不觉中为黑客提供进入网络的通道。

1. 你的计算机是否受到过“木马”威胁？

我的计算机不确定是否受到过“木马”威胁，因为我一直采取安全防护措施，并定期扫描清除病毒，所以目前没有发现任何异常情况

1. “木马”以什么形式存在？存在在哪里？

木马通常以计算机病毒的形式存在，它会感染电脑系统，并在电脑的某个部分（如硬盘或内存）中潜伏着，等待机会进行攻击。木马程序可以通过多种方式传播，如通过网络下载、电子邮件附件、聊天工具等。

1. “木马”是怎么传播的？

木马可以通过多种方式传播，例如：

* 通过网络下载：通过下载假冒合法软件、游戏或其他文件，木马程序可以感染电脑。
* 通过电子邮件附件：木马程序可以隐藏在电子邮件附件中，当用户下载并打开附件时，木马程序就会自动运行并感染电脑。
* 通过聊天工具：黑客可以通过聊天工具（如QQ、微信等）将木马程序发送给用户，让用户下载并打开。
* 通过 USB 闪存驱动器：如果某个 USB 闪存驱动器上感染了木马程序，当用户将它插入电脑时，木马程序就会自动运行并感染电脑。

1. “木马”是怎么控制对方的计算机？

当木马程序感染电脑之后，它可以通过多种方式控制电脑。例如，木马程序可以监控用户的键盘输入，拦截用户的登录密码；它还可以损坏电脑系统，导致电脑运行缓慢甚至崩溃；它还可以偷取用户的个人信息，如银行账户、信用卡信息等。最严重的是，木马程序还可以让黑客远程控制电脑，通过电脑进入网络，进行更大范围的攻击。

1. “木马”与注册表有什么关系？为什么？

“木马”与注册表之间有一定的关系。注册表是 Windows 操作系统中的一个数据库，它用来存储系统和软件的配置信息，包括软件安装路径、文件关联、系统设置等。如果木马程序感染了电脑，它可以通过修改注册表来控制电脑，例如让自己随系统启动、屏蔽杀毒软件等。

1. 如何发现自己计算机里中了“木马”？

如果电脑中感染了木马程序，可能会有以下几种现象：

* 电脑运行缓慢：木马程序可能会占用电脑的大量资源，导致电脑运行缓慢或崩溃。
* 显示异常：木马程序可能会破坏电脑系统，导致显示异常，如系统崩溃、蓝屏、画面闪烁等。
* 广告弹窗：木马程序可能会向用户显示大量广告弹窗，从而获取网络流量和收益。
* 无法联网：木马程序可能会拦截用户的网络连接，导致无法访问网络。

如果电脑出现上述情况，可以执行以下操作：

* 打开杀毒软件，进行全盘扫描。如果杀毒软件发现木马程序，请立即删除它。
* 升级操作系统和软件，修复系统漏洞。
* 创建系统备份，以备系统恢复。
* 更换网络密码，防止黑客攻击。
* 小心谨慎，不要随便下载和打开未知来源的文件、邮件附件和聊天工具内容。

1. 为了避免“木马”的攻击，您要采取哪些防护措施？

* 安装杀毒软件：杀毒软件可以检测和删除电脑中的病毒、木马等恶意程序，可以有效保护电脑安全。
* 定期更新系统和软件：系统和软件的漏洞可能会被黑客利用，因此应定期更新系统和软件，以修复漏洞，防止木马感染。
* 不要下载和打开未知来源的文件：木马程序通常会伪装成合法软件，通过网络下载或电子邮件附件的方式感染电脑。因此，用户不应该随便下载和打开未知来源的文件，应谨慎对待来源不明的文件。
* 不要点击未知链接：木马程序也可能通过网络广告、弹窗或邮件链接的形式传播，如果用户点击未知链接，就可能下载并安装木马程序。因此，用户应该提高警惕，不要点击来源不明的链接。
* 使用防火墙：防火墙可以阻止未经授权的网络连接，有效防止黑客攻击。因此，用户应该安装并启用防火墙，以保护电脑安全

另外，用户还应该注意以下几点：

* 创建系统备份：如果电脑中感染了木马程序，可能会导致系统损坏或数据丢失。因此，用户应该定期创建系统备份，以便在发生问题时可以进行恢复。、
* 加强网络安全：用户应该加强网络安全，不要将个人信息、密码等敏感信息发布到网络上，不要在公共网络上购物、支付或登录重要账户。
* 保护电脑设备：用户应该注意保护电脑设备，不要将电脑暴露在公共场所，不要让他人使用电脑。如果电脑需要修理或更换部件，应该去正规的维修店进行处理。

总之，用户应该加强自己的网络安全意识，采取有效的防护措施，防止木马程序感 染电脑。如果电脑中出现异常情况，应及时执行清除操作，保护电脑安全。